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1. Introduction

It is a truism to say that the world is constantly changing, and the 21st century 
perhaps best exemplifies this. The process of civilization, concomitant with techno-
logical and technical progress, that we are witnessing is an expression of people’s 
desire to simplify and expand performance and efficiency in whatever they do. This 
is true for the vast majority of the areas of human life, from advanced financial 
transactions through new ways of learning to everyday shopping or playing chess. 
Law—as a multifaceted plane of legal norms defining individuals’ rights, freedoms, 
and obligations, and thus linked with most areas of human life—is no exception. 
This means that the legal doctrine is also involved in the debate on the practical ap-
plication of advanced technologies, in terms, for example, of their potential, the defi-
nition of the rules of legal liability, and the choice of law and jurisdiction in cross-
border cases. This discussion is both theoretical and practical. Legal theory deals 
with the conceptualization or creation of new legal frameworks or the adaptation 
of traditional ones that define legal norms for new technologies. On the other hand, 
the practice of law focuses on implementing aspects of new technologies in terms of 
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their actual operation and validating legal norms devised in the theory of law. Major 
examples of such legal considerations, if only due to the current pandemic caused by 
the novel coronavirus (Covid-19) virus, are digital medicine,1 e-health,2 m-health,3 
telehealth,4 telemedicine,5 telecare,6 sensory health,7 and medical informatics.8

The scholarly issue presented for analysis is of great importance, not only to the 
theory of law, but also for its practical value. This is because, on the one hand, the 
discussion about censorship on digital platforms and social media in the context of 
freedom of expression and pluralism from the perspective of the Republic of Poland 
may bring a new contribution to legal science in a dogmatic sense. On the other hand, 
however, this analysis will answer the fundamental question about the restriction, 
or even destruction, of the essence of freedom of expression and pluralism on the 
Internet. The real activities of the entities that control websites are on the table, as 
these directly affect ordinary Internet users. This undoubtedly shapes the perception 
of what an individual is allowed or forbidden to do, punished for, and what rights 
they have. This influence is even more palpable if one considers that in 2020, as 
many as 89% of the European Union (EU) population declared that they used the 
Internet,9 which is today referred to as a globally important area of activity.10 The 
popularity of the Internet as such is constantly growing, providing a platform for 
traditional human activity to be performed in an innovative way. This not only has 
positive but also negative consequences, as it results in the emergence of dangers, in 
the form, for example, of cybercrime, entailing criminal liability on the Internet.

In dictionary terms, censorship means “official examination, usually under gov-
ernmental control, of prints, press, literary works and motion pictures, etc., exer-
cised by a specially appointed authority that evaluates them in political or moral 
terms”11 or “official control of publications, theatrical performances, radio programs, 
etc., [and the] evaluation [of] these in political or moral terms.”12 These definitions 
are, of course, correct. However, they mainly result from the negative historical con-
notations of censorship in Poland. These date back to 1949–1989 when Poland was 
under communist rule based on the censorship of public life and specifically under 
the Decree of 5 july 1946, which established the Main Office for the Control of the 

 1 Lupton, 2013, p. 257; Elenko, Underwood, and zohar, 2015, pp. 456–461; André, 2019, p. 4.
 2 Terry, 2000, pp. 605–607; Mars and Scott, 2010, pp. 237–243; de Pietro and Francetic, 2018, pp. 

69–74.
 3 Paglialonga et al., 2019, p. 6; Istepanian, Laxminarayan, and Pattichis, 2006, p. xxiii; Sezgin, 2018, p. 1.
 4 Maimone et al., 2012, pp. 791–793; Wang et al., 2014, pp. 314–324.
 5 klar and Pelikan, 2011, p. 1119; Linkous, 2001, p. 226.
 6 Držanič et al., 2019, p. 252; Afsarmanesh, Masís, and Hertzberger, 2004, pp. 211–212.
 7 Gao et al., 2020, pp. 55–56.
 8 Huang, 2009, p. 1423.
 9 Eurostat (25 May 2021), https://ec.europa.eu/eurostat/databrowser/view/isoc_ci_ifp_iu/default/

table?lang=en.
 10 Dutton, 2013, p. 1.
 11 Doroszewski [Online], https://sjp.pwn.pl/doroszewski/cenzura;5416093.html.
 12 Słownik Języka Polskiego [Online], https://sjp.pwn.pl/sjp/cenzura;2447537.html.
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Press, Publications, and Public Performances.13 The decree introduced political and 
preventive censorship in almost every aspect of life. In today’s world, however, the 
concept of censorship may have a slightly different meaning. It does not always mean 
official or state-run control, especially as far as digital platforms and social media 
are concerned. This digitized environment should ex definitione warrant a tailored 
meaning of censorship that is more colored with digital elements. It seems that in 
this case, censorship can be understood in the paradigm presented above, yet with 
the necessary changes. In view of this, for the purposes of this chapter, censorship 
will mean the control and restriction of Internet users’ activities, including their 
publication of content, in particular on political, moral, or legal grounds. This is a 
key point, as in the operating practice of digital platforms and social media, it may 
turn out that a legal norm will not form the basis for determining the extent of 
rights, freedoms, and penalties.14 It would then be nothing more than unlawful cen-
sorship, that is, a measure without a basis in the generally applicable law in Poland. 
On the other hand, it might well be that in a formal sense, the source of restrictions 
on human rights and freedoms on the Internet is in the law. In this case, the term 
‘lawful censorship’ should be used. The latter, however, does not mean that it is rea-
sonable or justified, but that it is based on statutory law in Poland.15

It therefore seems appropriate to analyze the three main research areas related to 
the issue delimited in the title. First, we will discuss the lawful censorship of content 
posted on the Internet using the example of copyright law, the original legal basis of 
which is found in the EU regulations within the meaning in line with the Court of 
justice of the European Union’s (CjEU) latest case law. Without jumping to conclu-
sions on this point, one may safely indicate that the matter is about weighing certain 
legally protected interests. On the one hand, these are human rights, i.e., freedom of 
expression and pluralism, and on the other, the copyright holder’s equitable claims. 
Second, no less important is an analysis of the issues of unlawful censorship on 
digital platforms and social media in Poland, based on the Polish legislator’s latest 
legislative effort. Third, the first and the second areas above should provide a basis 
for the assessment of the consistency of lawful and unlawful censorship with the 
standard of freedom of expression and pluralism, as understood in accordance with 
the Polish system of human rights protection.

 13 Decree of 5 july 1946 establishing the Main Office for the Control of the Press, Publications, and 
Public Performances (journal of Laws of 1946, no. 34, item 210). Declared repealed on the basis of 
the Press Law Act of 26 january 1984 (consolidated text: journal of Laws of 2018, item 1914).

 14 For instance, in the cases of the numerous website rules that have been issued and are currently in 
operation.

 15 Legal acts enacted in Poland enjoy the presumption of constitutionality until rebuttal. This means 
that law made, passed, and applied in the Polish legal system (in the form of an act/statute, as 
discussed below), including a law restricting selected human rights and freedoms, is treated as 
constitutional until the Polish Constitutional Court declares it inconsistent with the Constitution. In 
this context, see Radziewicz, 2008, pp. 55–86; and the following judgements of the Constitutional 
Court: 18 March 2004, case ref. P21/02; 25 May 2016, case ref. kp 2/15; 5 May 2011, case ref. P 
110/08; july 2012, case ref. k 8/10.
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2. Lawful censorship in Poland in light of EU copyright

Poland, as an EU member state, is required to apply and abide by EU law and 
comply with the CjEU’s rulings. This is an indisputable fact resulting from Poland’s 
commitments and obligations under international agreements and treaties.16 Another 
undeniable fact is that for EU law to be construed properly, CjEU rulings, which, 
through the court’s autonomous interpretation either creates or clarifies legal norms 
adopted by the EU legislator, are of key importance.17 It should be noted that the EU 
case law system, unlike the Polish legal system, is based on precedent and thus has 
a law-making character.18 This often leads to peculiar situations, where a single pro-
vision, or even part of it, serves to build an autonomous line of case law that funda-
mentally changes the existing legal position on a subject. In practice, these changes 
may be so far reaching that questions emerge about their compatibility with the EU 
legislator’s original intent, which represents the EU member states’ intent. Due to 
the law-making nature of CjEU case law as emphasized above, and the obligation on 
the part of EU member states to apply EU law in line with the CjEU’s autonomous 
interpretation,19 this issue is of great significance for legal transactions.

Directive 2001/29/EC of the European Parliament and of the Council of 22 May 
2001 on the harmonization of certain aspects of copyright and related rights in infor-
mation society20 (Directive 2001/29/EC), based on today’s Articles 53, 62, and 114 
of the Treaty on the Functioning of the European Union (TFEU),21 concerns the legal 
protection of copyright and related rights within the EU internal market, with par-
ticular emphasis on information society. Pursuant to Recital 1 of Directive 2001/29/
EC, its purpose is to contribute to the achievement of the objectives of the EU internal 
market, including the institution of a system ensuring undistorted competition.22

The issue of Internet censorship is related to the admissibility of content publi-
cation on the Internet in accordance with EU copyright law under Directive 2001/29/
EC. In this respect, proper interpretation of Article 3(1) of Directive 2001/29/EC is 
key. It states that:

Member States shall provide authors with the exclusive right to authorize or prohibit 
any communication to the public of their works, by wire or wireless means, including 
the making available to the public of their works in such a way that members of the 
public may access them from a place and at a time individually chosen by them.

 16 Treaty of Accession between the kingdom of Belgium … the Slovak Republic, concerning the acces-
sion of the Czech Republic … the Slovak Republic to the European Union, signed in Athens on 16 
April 2003, Oj L 236, 23.9.2003 (journal of Laws of 2004, no. 90, item 864).

 17 Helios and jedlecka, 2018, pp. 134–141.
 18 zawidzka-łojek and Grzeszczak, 2015, pp. 3–5.
 19 Helios and jedlecka, 2018, pp. 134–141.
 20 Oj L 167, 22.6.2001, p. 10.
 21 Oj C 326, 26.10.2012, p. 1.
 22 Rosenmeier, Szkalej, and Wolk, 2019, p. 216.
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As it has turned out in the practice of the application of Directive 2001/29/EC, 
the concept requiring the use of advanced interpretation techniques has been (and 
still is) ‘communication available to the public,’ as used in Article 3(1) of that di-
rective. It seems that at least two scholarly problems are inescapable with this point. 
First, does the inclusion of a hyperlink to a protected work that is freely accessible 
on another website without the copyright holder’s permission constitute ‘commu-
nication to the public’ within the meaning of that provision? The facts associated 
with this problem carry, in principle, a negative load. An example may be a case 
where computer software, which is freely available on a website, is made available 
on another website without the developer’s license. Another typical example would 
be downloading videos or songs and sharing these instantaneously without their 
creators’ consent. Second, does the inclusion of a hyperlink to a protected work that 
is freely accessible on another website with the copyright holder’s permission con-
stitute ‘communication to the public’ within the meaning of the same provision? The 
facts associated with this problem do not, in principle, carry a negative load. An in-
stance of this may be downloading a photo that is freely available on a website with 
the photographer’s consent and then making it available on another website, with 
attribution of the photo’s source. Another typical example is the use of the ‘share’ 
function that most digital platforms and social media offer.

As is clear, the difference between the first and the second problem is whether or 
not the copyright holder has given their consent. This is of key importance from the 
interpretation point of view, because, as it will turn out, this factor is a root cause of 
the CjEU’s adoption of a different autonomous interpretation. The reconstruction of 
the legal model for the admissibility of hyperlinking on the Internet from Poland’s 
perspective as an EU member state will only follow once the proper understanding 
of the law with respect to these two issues has been established. The CjEU’s case 
law, which brings a novel normative solution to the Polish legal system, is gaining 
importance.

Poland has transposed a number of legal measures that have implemented not 
only Article 3(1) of Directive 2001/29/EC but generally all the legal norms con-
tained in this directive.23 The transposition was made under the Copyright and Re-
lated Rights Act of 4 February 1994.24 However, Polish implementation was based 
on the literal construction of these provisions, established as at 22 May 2001, in ful-
filment of the obligation under Article 13 of Directive 2001/29/EC.25 This means that 

 23 Act of 1 April 2004 amending the Copyright and Related Rights Act (journal of Laws of 2004, no. 
91, item 869).

 24 Copyright and Related Rights Act of 4 February 1994 (consolidated text: journal of Laws of 2020, 
item 288).

 25 Pursuant to Article 13 of Directive 2001/29/EC, EU member states were obliged to bring into force 
the laws, regulations, and administrative provisions necessary to comply with the directive at the 
latest by 22 December 2002. Poland, however, joined as an EU Member State on 1 May 2004 pur-
suant to the Accession Treaty. Therefore, Directive 2001/29/EC was transposed into the Polish 
normative system, justifiably, at a later date.
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Poland has demonstrated the best faith in the objectives of that act of EU law and, in 
general, in the EU legislation imposing obligations on it. One must not forget that the 
literal construction of Directive 2001/29/EC can and should be deemed equivalent 
to the EU member states’ intent, as represented by the European Parliament and 
other EU institutions. no other conclusion may be made than that the standards 
of the EU copyright law agreed by the EU member states have the wording estab-
lished as at 22 May 2001 and the form of an EU directive. An EU regulation was not 
issued back then, and rightly so, probably to avoid the direct effect of EU law within 
national legal systems. EU member states wanted to remain autonomous as to the 
measures implementing the normatively defined objective of Directive 2001/29/EC. 
However, in the context of its Article 3(1), it seemed, at that moment, sufficient to 
transpose the legal norm and understand it in accordance with the literal rule of in-
terpretation, where the concept of communication to the public has its common and 
ordinary meaning. That was the case until the GS Media ruling.26 At that moment, 
the CjEU obtruded with its powers of autonomous construction. In its rulings in the 
cases of GS Media, FilmSpeler,27 The Pirate Bay,28 and Renckhoff,29 the CjEU gave 
autonomous interpretations of Article 3(1) of Directive 2001/29/EC that drastically 
changed the understanding of the concept of communication to the public, based on 
the argument that the concept has a specific meaning in EU law.

In view of the binding nature of the CjEU’s autonomous interpretation,30 this is 
tantamount to the introduction into the legal system of a specific type of construction 
norm that determines the actual content of Article 3(1) of Directive 2001/29/EC. It 
radically changes the rules of the admissibility of hyperlinking on the Internet from 
the copyright perspective, a matter that has thus far been understood otherwise. As 
a result, Poland was obliged to construe its legal measures implementing Directive 
2001/29/EC through the prism of the CjEU’s autonomous interpretation in the 
context of its Article 3(1). This is a very interesting legal problem. One may conclude 
that to issue an EU directive does not clearly mean to avoid the risk of the unification 
of legal norms under a fixed EU standard. Such a risk may be realized against the 
intent of an EU member state which, through its representatives in the European 
Parliament, has agreed to adopt a legal act with the rank of a directive. It is sufficient 
for the CjEU to issue an autonomous interpretation that is directly applicable and 
gives rise to an EU member state’s obligation to construe its legal system specifically 

 26 judgement of the Court of justice of the European Union of 8 September 2016 in case C-160/15 GS 
Media BV v Sanoma Media netherlands BV, Playboy Enterprises International Inc., Britt Geertruida 
Dekker (ECLI:EU:C:2016:644).

 27 judgement of the Court of justice of the European Union of 26 April 2017 in case C-527/15 Stichting 
Brein v jack Frederik Wullems, also trading under the name ‘Filmspeler’ (ECLI:EU:C:2017:300).

 28 judgement of the Court of justice of the European Union of 14 june 2017 in case C-610/15 Stichting 
Brein v ziggo BV and xS4ALL Internet BV (ECLI:EU:C: 2017:456).

 29 judgement of the Court of justice of the European Union of 7 August 2018 in case C-161/17 Land 
nordrhein-Westfalen v Dirk Renckhoff (ECLI:EU:C:2018:634).

 30 Helios and jedlecka, 2018, pp. 134–141.
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in accordance with the proposed standard. It seems reasonable to conclude that the 
CjEU’s case law may lead to the alteration of the normatively envisaged objectives 
of an EU directive. This is because the CjEU’s autonomous interpretation impera-
tively and directly unifies the understanding of a directive’s legal norms and thus 
indirectly influences the application of all legal measures taken to bring it into force 
in the national legal system. This is precisely the case with Article 3(1) of Directive 
2001/29/EC. The conclusion is, therefore, that the autonomous interpretation the 
CjEU issued actually made it a legal norm of an EU regulation. In simplified terms, 
it turns out that the CjEU has the powers to change the legal nature of an EU legal 
norm from indirectly to directly applicable.

Therefore, Directive 2001/29/EC could be of significance for the Polish legal 
system in at least two dimensions. The first one would be typical and consistent with 
the essence of a legal act of this rank. The other one, in turn, would be burdened 
with the CjEU’s autonomous interpretation. This could be because in the CjEU’s 
ruling in the Svensson case, it decided that harmonization under Directive 2001/29/
EC is exhaustive and is achieved when various national laws governing an issue are 
replaced by a single EU standard.31 Therefore, from the Polish perspective, it makes 
no difference that Directive 2001/29/EC was passed as an EU directive and not an 
EU regulation. The CjEU could do so from the legal point of view, and it did. In 
simplified terms, it changed the legal rank of Directive 2001/29/EC, of course in 
observance of the transposition procedure into national law and therefore national 
autonomy as to the choice of measures to achieve the objectives, but without op-
tions to shape the interpretations. Whether the reader agrees with the above view 
or not, it is an undeniable fact that, in accordance with EU primary law, Poland is 
obliged under international law to construe its national law in line with the CjEU’s 
autonomous interpretation of Article 3(1) of Directive 2001/29/EC.

From the point of view of the construction of Article 3(1) of Directive 2001/29/
EC as regards restrictions on posting content on the Internet due to copyright, the 
key is the autonomous interpretation made in the ruling in the GS Media case, where, 
for the first time, the CjEU introduced clear limits on the admissibility of hyper-
linking on the Internet. The CjEU decided that Article 3(1) of Directive 2001/29/EC 
should be construed so that in order to establish whether placement on a website of 
hyperlinks to protected works that are freely accessible on another website without 
the copyright holder’s permission constitutes ‘communication to the public’ within 
the meaning of that provision requires a determination as to whether such hyper-
links were made available for non-commercial purposes by a person who did not 
know or could not reasonably know about the unlawful nature of the publication of 
these works on that other website or whether, on the contrary, such hyperlinks were 
made available for commercial purposes, in which case such knowledge is to be pre-
sumed.32 The CjEU has consistently upheld that position in subsequent cases. First, 

 31 zawidzka-łojek and Grzeszczak, 2015, pp. 3–5.
 32 Rosati, 2017, pp. 1221–1230; Radosavljev, 2017, p. 5; Long, 2018, pp. 430–433.
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it issued a ruling in the Filmspeler case where, based on the rules and constituent 
elements set out in GS Media case, it construed the third-party liability of a dealer 
selling a media player with pre-installed plug-ins (otherwise available on the In-
ternet) containing hyperlinks to freely accessible websites featuring copyrighted 
works that had been placed there without the copyright holders’ permission (hyper-
linking in physical facilities).33 Second, it issued a ruling in The Pirate Bay case in 
which it made an extensive interpretation of the rules and constituent elements from 
the GS Media case and proposed a new principal accessory approach to hyperlinking. 
In that case, the CjEU decided that an Internet user justifiably incurs third-party lia-
bility in the construction of indirect communication (sharing) or aiding and abetting 
hyperlinking based on the sine qua non condition whereby if some users did not grant 
access to their website and did not manage it, other users would not be able to enjoy 
the protected work or would be able to do so only with difficulty.34 Third, it issued a 
ruling in the Renckhoff case that represents a different approach to the construction 
of Article 3(1) of Directive 2001/29/EC, though it does not entail a departure from 
the rules and constituent elements given in the GS Media case ruling, which remain 
intact. The ruling in the Renckhoff case is specific in that it concerns a situation 
where a hyperlink is placed to a protected work that is freely accessible on another 
website with the copyright holder’s permission. Therefore, the adjudicating panel 
proposed that Article 3(1) of Directive 2001/29/EC in the context of hyperlinking 
to content that is legally available on the Internet should be examined only through 
the prism of a single element set out in in the GS Media case judgement, while with-
holding the other ones, including the commercial purpose of communication. That 
element is the concept of the public, as contrasted with the concept of a new public, 
from which, for example, it follows that the concept of communication to the public 
within the meaning of Article 3(1) of Directive 2001/29/EC should be construed 
so as to include the posting on a website of a photograph that has previously been 
published on another website without restrictions preventing its download and with 
the copyright holder’s consent.35 This is a new autonomous CjEU construction for the 
communication of content lawfully available on the Internet, i.e., with the copyright 
holder’s consent.36

The abovementioned autonomous interpretations of Article 3(1) of Directive 
2001/29/EC are only examples selected for the author’s analysis. This means that 
there are currently more such constructions.37 nevertheless, the abovementioned 

 33 Colangelo, Maggiolino, 2018, pp. 142–159; Ginsburg, 2017, pp. 4–5.
 34 Visser, 2018, pp. 1025–1026; koo, 2018, pp. 542–551; nordemann, 2018, pp. 744–756.
 35 Fernández-Díez, 2018, p. 2; Visser, 2018, pp. 183–190; Wang, 2018, pp. 61–65.
 36 The considerations presented in this paragraph are contained in: Oręziak, 2017, pp. 243–253; Orę-

ziak, 2018, pp. 199–219; Oręziak, 2018, pp. 137–157; Oręziak, 2019, pp. 181–192; Oręziak, 2019, pp. 
432–448.

 37 For example, the autonomous interpretation contained in: judgement of the Court of justice of the 
European Union of 9 March 2021 in case C-392/19 VG Bild-kunst v Stiftung Preußischer kulturbe-
sitz (ECLI:EU:C:2021:181).
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autonomous interpretations are sufficient to present a picture of the system of the 
admissibility of posting content on the Internet under the EU copyright law that 
Poland is obliged to apply. The jurisprudence of common courts in Poland confirms 
that this obligation is being fulfilled, with examples including the Court of Appeal 
in Warsaw’s 21 june 2016 decision,38 the judgement of the District Court in Olsztyn 
on 6 june 2017,39 the judgement of the Court of Appeal in Szczecin on 24 november 
2016,40 and the judgement of the Supreme Court on 9 August 2019.41 These examples 
clearly demonstrate that Polish courts apply the CjEU’s arguments and use them as 
the basis for decisions on legal liability for copyright infringement on the Internet. 
In this context, it should be emphasized that in Poland, as a rule, courts’ jurispru-
dence does not enjoy law-making power, so court decisions are only binding on the 
parties to the proceedings and do not have an erga omnes nature.42 nevertheless, 
other subjects tend to be inspired by such decisions, which they use as a basis for 
their rationale in claiming that their situation is identical or substantially identical 
to that which has been delimited by the facts of a decided court case. Therefore, on 
the one hand, Polish courts decide on the basis of the CjEU’s constructions, and on 
the other, website administrators remove content on the basis of relevant jurispru-
dence in cases other than those decided within such jurisprudence. In such cases, 
the decision makers are not Polish courts but rather website administrators who, in 
their reliance on such premises, must be aware that their conduct possibly borders 
on unlawful censorship. Although one may say that such conduct is founded on gen-
erally applicable law in Poland, it should be noted that a website administrator is not 
an entity with powers to apply, enforce, and interpret the law in new cases that have 
not yet been examined in this regard by the competent bodies established for this 
purpose in Poland. Thus, even where such administrators observe the duty of utmost 
care, a court may still decide otherwise in a new case, on the grounds, for example, 
of the specific nature of the facts given in the case.

In conclusion, the example of censorship based on the EU copyright law in Poland 
as outlined above constitutes lawful censorship, where there is undoubtedly the ex-
ercise of control over and the restriction of Internet users’ activities, including their 
publication of content, for legal reasons. It should be emphasized that lawful cen-
sorship only means that this type of censorship is sanctioned by generally applicable 
law in Poland. Assessment of this issue is rather difficult, as it is about a law that 

 38 Decision of the Court of Appeal in Warsaw of 21 june 2016, case ref. IA Cz 723/16.
 39 judgement of the District Court in Olsztyn of 6 june 2017, case ref. VII k 5/16.
 40 judgement of the Court of Appeal in Szczecin of 24 november 2016, case ref. I ACa 1159/15.
 41 judgement of the Supreme Court of 9 August 2019, case ref. II CSk 7/18.
 42 This principle stems from Article 87 of the Constitution of the Republic of Poland, defining the 

sources of universally binding law in Poland. For example, a specific determination of this principle 
is the provision of Article 365 of the Polish Code of Civil Procedure (Code of Civil Procedure Act of 
17 november 1964 (consolidated text journal of Laws of 2021, item 11). Pursuant to this provision, 
a final decision is binding not only on the parties and the court that has passed it, but also on other 
courts and other state authorities and public administration bodies, and in the cases provided for in 
the Act and also on other persons.
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was lawfully passed in the EU and has been correctly implemented and brought into 
force in the Polish legal system then modified by an autonomous interpretation made 
by the CjEU. The pattern seems to be correct, as EU member states have agreed to it 
by deciding to join the EU or by ratifying the amendments to EU primary legislation, 
yet an interesting question is whether they were fully aware of the consequences. 
The brief analysis given above demonstrates that these consequences can be far 
reaching. In fact, it is not about the pattern itself, as it has its basis in international 
law, but rather about the content hidden in this pattern, and even more importantly, 
whether the content is consistent with freedom of expression and pluralism on the 
Internet, the standards of which are guaranteed in the Constitution of the Republic 
of Poland (Polish Constitution).43 It is a good point of reference because the act rep-
resents the supreme and unchallenged law in our country.

3. Unlawful censorship in Poland and a new 
legislative initiative

As noted above, unlawful censorship in Poland carries a negative load due to its 
roots in the communist rule. It should therefore come as no surprise that any form 
of censorship on digital platforms and social media is met with a negative response 
from the public. This is more intense where a basis for such restrictions is comprised 
not of a legal norm but other types of rules, for example, the terms of use of a specific 
social networking or other website. Of course, an Internet user will often accept such 
terms of use unmindfully, but this does not mean that censorship is then warranted 
to have a basis in generally applicable law in Poland. This is because, pursuant to 
Article 87 of the Polish Constitution, the sources of universally binding law in Poland 
are the Constitution, statutes, ratified international agreements and regulations, and 
enactments of local law issued by the operation of organs in the territory of the 
organ issuing such enactments.44 These legal acts may only be passed by law-making 
bodies that have been constitutionally empowered to do so. In turn, according to 
Article 91(3) of the Polish Constitution, if an agreement ratified by the Republic of 
Poland and establishing an international organization so provides, the laws it estab-
lishes apply directly and have precedence in the event of a conflict of laws.45 Terms 

 43 The Constitution of the Republic of Poland of 2 April 1997 (journal of Laws of 1997, no. 78, item 
483; and the amendments: journal of Laws of 2001, no. 28, item 319; of 2006, no. 200, item 1471; 
of 2009, no. 114, item 946).

 44 See the following judgements of the Constitutional Court: of 29 november 2017, case ref. P 9/15; of 
6 December 2016, case ref. Sk 7/15; of 10 February 2015, case ref. Sk 50/13; of 12 December 2011, 
case ref. P 1/11; of 10 May 2005, case ref. Sk 40/02; of 7 july 2003, case ref. Sk 38/01; of 10 june 
2003, case ref. Sk 37/02.

 45 See judgement of the Constitutional Court of 12 December 2011, case ref. P 1/11.
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of use established for the operational purposes of digital platforms and social media 
certainly have nothing to do with generally applicable law in Poland. As such, they 
cannot autonomously lay down rights, obligations, or penalties, nor limit an indi-
vidual’s legally created rights. These documents can be issued, for example, in order 
to properly organize online communities, but if they introduce any restrictions on 
their users’ rights and freedoms, they must comply with protection standards in this 
regard, for example, the standard of freedom of expression or pluralism that results 
from generally applicable law in Poland.

As the observation of the terms of use prevailing on the Internet demonstrates, 
this is generally not the case. The fact is that the current models of the control 
and restriction of Internet users’ activities, including their publication of content, 
especially on political or moral grounds, arise from documents that have the char-
acter of internal rules. In principle, these documents make no reference to the Polish 
legal order, in particular due to the transnational nature of the activities of digital 
platforms or social media. This feature, however, cannot justify restrictions on the 
freedoms and rights of individuals on the Internet as provided for in the Polish nor-
mative system. All of this provides a typical example of unlawful censorship on the 
Internet. After all, an action contrary to such terms of use results in the removal of a 
post or temporary or permanent account suspension. On the other hand, if the user 
believes that the restriction they have suffered is unjustified, they may bring action 
before the courts to assert their rights and freedoms. For this reason, most terms of 
use specify the jurisdiction and governing law should a dispute arise.46

An analysis of this aspect can be applied to Facebook’s terms of service,47 which 
the portal has officially translated into Polish and thus have been prepared for, apply 
to, and are accepted by Polish Internet users. This example is relevant and, as it 
seems, representative, since the majority of Polish citizens use this social network 
service.48 Incidentally, one can mention that the content of the terms is most likely 
the same for all Facebook users around the world. Section 3 of Facebook’s terms of 
service sets out ‘Your commitments to Facebook and our community.’ For example, 
in accordance with item 2 of this section, ‘What you can share and do on Facebook,’ 
one of Facebook’s objectives is to ensure that its users express themselves and share 
content that is important to them, but not at the expense of others’ safety and well-
being or the integrity of the Facebook community. For this reason, Facebook users 
may not use Facebook products to do or share anything that (a) breaches Face-
book’s terms, community standards, and other terms and policies that apply to use 

 46 In the context of special jurisdiction in cases of infringement of personal rights on the Internet, see: 
judgement of the Court of justice of the European Union of 17 October 2017 in case C-194/16 Bo-
lagsupplysningen OÜ and Ingrid Ilsjan v Svensk Handel AB (ECLI:EU:C:2017:766); judgement of the 
Court of justice of the European Union of 25 October 2011 in joined cases C-509/09 and C-161/10 
eDate Advertising GmbH and others v x and Société MGn LIMITED (ECLI:EU:C:2011:685).

 47 Facebook Terms of Service, https://www.facebook.com/legal/terms.
 48 According to the ‘napoleonCat’ report of january 2021, Facebook is used by 57.2% of Poles 

(21,680,000 users).
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of Facebook; (b) is unlawful, misleading, discriminatory or fraudulent; or (c) in-
fringes or breaches someone else’s rights, including their intellectual property rights. 
In view of the above, Facebook can remove or block content when a Polish user 
breaches these provisions of the terms of service. Additionally, regardless of the 
above, Facebook may remove or restrict access to any user content, service, or infor-
mation, including a user’s account, if it deems such an action reasonably necessary 
to avoid or mitigate adverse legal or regulatory impacts to Facebook. In practice, 
this means that Facebook’s terms of service authorize it to remove any content that 
it deems problematic.

In this context, inspired by Facebook’s terms of service, the discussed issue can 
be considered in at least two categories from the perspective of the Polish normative 
system. The first one is where a social network service administrator censors content 
on legal grounds. This is, as noted before, lawful censorship, as it is based on gen-
erally applicable law in Poland. An example of this is the censorship of content on 
the Internet based on copyright, as presented above. The other category is where a 
social network service administrator censors content, especially on political or moral 
grounds, but on a basis different than generally applicable law in Poland. Such other 
basis often comes from the specific terms of a social network site’s community. This 
is an example of unlawful censorship, the scale of which is much larger. The rules 
determining its application are not always clearly defined, or rather, they are treated 
as a specific empowerment of the website’s owner, quite apart from the human rights 
system recognized in Poland and from the rights and freedoms that every individual 
enjoys regardless of where they perform their activities.

In view of the above, coupled with the fact that in Poland, there is currently 
no legal framework directly concerning either the legal status of digital platforms 
and social media or the sanctioning of unlawful censorship, one can conclude that 
this issue remains in a legal vacuum. In recognition of this, the Polish Ministry 
of justice, on 22 january 2021, decided to apply to the Chancellery of the Prime 
Minister for the entry of a draft act on the protection of freedom of speech on 
social network sites49 (draft act on freedom of speech) on the list of the Council of 
Ministers’ legislative works. This new legislative initiative appears to be a direct 
response to the existing regulatory gap. The message seems clear: Freedom of ex-
pression, speech, or pluralism is to be guaranteed regardless of the environment 
in which an individual is active, especially in the digital environment. Further, 
any restrictions on Polish Internet users’ rights and freedoms must be normatively 
sanctioned.

According to the recitals of the draft act on freedom of speech, it is to be passed 
due to the special constitutional value of freedom of speech and with a view to 
strengthening this freedom’s role in the search for truth, the functioning of a 

 49 Draft act on the protection of freedom of speech on social network sites (15 january 2021), 
https://www.gov.pl/web/sprawiedliwosc/zachecamy-do-zapoznania-sie-z-projektem-ust-
awy-o-ochronie-wolnosci-uzytkownikow-serwisow-spolecznosciowych.
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democratic state, and respect for the principle of freedom of expression and human 
dignity. The Polish Ministry of justice has pointed out that under the new legislation, 
social network sites will not be able to remove posts or block Polish users’ accounts 
if the content posted does not violate Polish law.50 This seems to be a basic rule that 
will entail severe administrative penalties if breached. The proposed legal act also 
aims to fill the above-indicated legal gap. The Polish Ministry of justice has clearly 
confirmed this by stating that website administrators currently make independent 
decisions to remove posts and block user accounts, for which there is no effective 
remedy or appeal available, even if the user proves that they have not violated any 
law and that the website’s action violates freedom of expression.51 Another important 
objective of the draft act on freedom of speech is to ensure the effective right to 
truthful information and protect personal rights or interests infringed upon by anon-
ymous Internet users.52

Pursuant to Article 1 of the draft act on freedom of speech, the objective of the 
document is, inter alia, to create conditions for supporting freedom of expression, 
improve the level of protection of human rights and freedoms on social network 
services made available in the territory of Poland with at least one million registered 
users, and uphold social network services’ observance of the freedom of expression, 
the freedom to source and disseminate information, the freedom to express religious 
and philosophical views and beliefs, and the freedom of communication. The draft 
act on freedom of speech has a number of provisions aimed at achieving this goal. 
First, it defines the rules for controlling activities involving the provision of elec-
tronic services53 via online social network sites with at least one million registered 
users to the extent that public authorities are in a position to guarantee their users 
the right to freedom of expression. Second, it defines service providers’ obligations 
as regards guarantees of the right to freedom of expression. Third, it lays down 
rules for internal audit and check processes to be performed by service providers 
with regard to user complaints concerning violations of the right to freedom of ex-
pression. Fourth, it contains provisions on proceedings before public administration 

 50 Ibid.
 51 Ibid.
 52 This issue will be discussed in a separate chapter of this monograph by Dr. hab. Marcin Wielec.
 53 Pursuant to Article 2(4) of the Electronic Services Act of 18 july 2002 (consolidated text: journal 

of Laws of 2020, item 344), provision of services electronically means rendering a service provided 
without simultaneous presence of the parties (remotely), by transmitting data at the individual re-
quest of the service recipient, as submitted and received by means of electronic processing devices, 
including digital compression and data storage, which are entirely issued, received or transmitted 
over an information and communications technology (ICT) network within the meaning of the Tele-
communications Law Act of 16 july 2004 (consolidated text: journal of Laws of 2021, item 576). In 
turn, pursuant to Article 2(35) thereof, an ICT network means transmission systems and switching 
or diverting devices, as well as other resources, including inactive network components, which 
enable the broadcast, reception, or transmission of signals by means of wired, radio, optic, or other 
means using electromagnetic energy, regardless of the kind.
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authorities and court actions in the event of the restriction of access to an electronic 
service provided via an online social network site.

The draft act on freedom of speech also intends to introduce a number of legal 
definitions into the Polish legal order. From the perspective of this study’s subject 
matter, special attention should be paid to four definitions. The Polish Ministry of 
justice proposed that the concept of an online social network service should be un-
derstood as an electronically provided service that allows users to share any content 
with other users or the general public and is used by at least one million registered 
users in the country. The definition of a user profile is also interesting, as it is in-
tended to denote settings for social network service users’ working environment. 
Currently, there are no such definitions in the Polish legal system. nevertheless, 
from the point of view of the issue of unlawful censorship on digital platforms and 
social media, two other definitions are key, namely the legal definition of a limi-
tation of access to content and a limitation of access to the user’s profile. According 
to the draft act on freedom of speech, a  limitation of access to content should be 
understood to cover all acts and omissions taken in any form with a view to limiting 
access to content posted on an online social network service, including by deleting 
user-posted content that is not illegal,54 and a limitation of access to content through 
the algorithms the service provider uses or tags, which indicate possible violations in 
the published content. Further, a limitation of access to the user’s profile is meant to 
remove or prevent access to the user’s profile, limiting or preventing content sharing 
with other users, including through the algorithms the service provider uses to limit 
the display of user-posted content or tags that indicate possible violations in the 
published content.

The above clearly demonstrates that the proposed regulation’s material scope 
is extremely broad. In fact, these regulations are to be applied in practice to the 
functionalities of a substantial part of the Internet. It seems that, for this reason, the 
appointment of an appropriate public administration body is an inevitable conse-
quence of adopting the legal regulations presented here. Therefore, the draft act on 
freedom of speech provides for the appointment of the Freedom of Speech Council 
(hereinafter ‘the Council’), which is tasked with upholding social network services’ 
observance of the freedom of expression, the freedom to source and disseminate in-
formation, the freedom to express religious and philosophical views and beliefs, and 
the freedom of communication. It is intended to be a key public administration body 
that can be understood as a control mechanism for ensuring that the proposed law is 
applied in practice. The Council is to have a six-year term of office, and its five-person 
panel is to comprise experts in the field of law and new media elected by the Sejm 
of the Republic of Poland by a 3/5 majority of votes, which essentially guarantees a 

 54 According to Article 3(8) of the draft act on freedom of speech, the term ‘illegal content’ is under-
stood as content that violates personal rights, disinformation, content of criminal nature, as well as 
content that violates morality, especially by disseminating or praising violence, distress, or humili-
ation.
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multi-partisan and pluralist composition.55 Meetings of the Council are to be closed 
to the public, and the Council is to issue its decisions, rulings, and resolutions by a 
majority of votes by show of hands (open vote) with three members, including the 
chairman, in attendance. In the event of an equal number of votes, the chairman 
has the casting vote. The Council’s decisions and rulings are to be final and valid.

The draft act on freedom of speech clearly emphasizes that a service provider56 is 
required to perform the obligations set out in the act, which is to become a universally 
binding law in Poland. First, it was decided that a service provider who receives over 
100 user complaints in a calendar year regarding, inter alia, limited access to content 
or to users’ profiles is obliged to prepare a semi-annual report in the Polish language 
concerning the resolution of such complaints and publish it on its social network site 
no later than one month after the end of a six-month period. Such reports published 
on an online social network site must be clearly visible and directly and permanently 
accessible. Regardless of this, such a service provider is obliged to file a request with 
the president of the Office of Electronic Communications57 (UkE) for the publication 
of its report in the Official journal of the Office of Electronic Communications no 
later than one month after the end of a six-month period. Second, a service provider 
is required to appoint at least one, but not more than three, country representatives. 
The representatives’ responsibilities would include representing the service provider 
in all judicial and extrajudicial actions, considering complaints during internal audit 
and check processes, providing responses and any information to institutions and au-
thorities in relation to any conducted proceedings, and participating in training orga-
nized by the president of the UkE on the current legal status regarding complaints con-
sidered during internal audit and check processes. In view of the above, the draft act 
on freedom of speech assumes that a service provider is obliged to immediately inform 
the president of the UkE about the appointment or any changes to a country represen-
tative and provide their data, including their e-mail address and address for service. 
Where the country representative is a body corporate,58 a service provider provides the 
data of natural persons59 authorized to act on behalf of that body corporate. Service 

 55 https://www.gov.pl/web/sprawiedliwosc/zachecamy-do-zapoznania-sie-z-projektem-ust-
awy-o-ochronie-wolnosci-uzytkownikow-serwisow-spolecznosciowych.

 56 According to Article 3(2) of the draft act on freedom of speech, the term ‘service provider’ means 
a provider of online social network services, consisting of the storage of information provided by 
the user on the online social network upon the user’s their request and with at least one million 
registered users.

 57 Pursuant to Article 3 of the Act of 29 December 2005 on transformations and changes in the di-
vision of responsibilities and powers of state bodies competent in the matters of communications 
and radio and television broadcasting, the president of the Office of Electronic Communications is 
a central body of government administration.

 58 Pursuant to Article 33 of the Polish Civil Code (Civil Code Act of 23 April 1964 (consolidated text: 
journal of Laws of 2020, item 1740, as amended), the State Treasury and organizational units grant-
ed a legal personality under specific provisions are bodies corporate.

 59 Indirectly, pursuant to Article 8 of the Civil Code, a natural person is a person who has legal capac-
ity from the moment of birth.
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providers’ obligation to immediately inform the president of the UkE of any change 
in such details is a logical consequence. This is important because a service provider 
may not rely on a change of its country representative to bona fide third parties, public 
administration bodies, courts, and prosecutors’ offices if the president of the UkE has 
not been notified and if the change has not been published on the social network site. 
A  change of the country representative in the course of proceedings before public 
administration bodies, courts, and prosecutors’ offices becomes effective upon notifi-
cation. Information about the country representative is to be published on the social 
network site in a clearly visible, direct, and permanently accessible manner. On the 
one hand, such disclosure covers the country representative’s full details, including 
their e-mail address and address for service, and if the country representative is a 
body corporate, the details of natural persons authorized to act on behalf of that body 
corporate must also be given. On the other hand, the service provider’s full details 
will also be publicly available, including the full name of the entrepreneur running 
the social network site or their name and surname, registration or residence address, 
address for service, registration details, and e-mail address.

A completely different obligation on a service provider contained in the proposed 
law is to put in place, in the Polish language, effective and understandable internal 
audit and check processes in matters relating to user complaints concerning, inter 
alia, limited access to content and users’ profiles. In this regard, a service provider 
is obliged to publish the social network site’s terms of use in the Polish language and 
make it available to all users; the terms of use must contain the rules for conducting 
internal audit and check processes. The terms of use may not be in conflict with the 
provisions of generally applicable law in Poland. It should therefore not be surprising 
that in view of the above, a service provider is also obliged to ensure that complaints 
are sent for the internal audit and check process in a clearly visible and directly 
and permanently accessible manner. If a user files a complaint, the country repre-
sentative is required to immediately send confirmation of receipt of the complaint 
to the e-mail address provided in the complaint. They consider the user’s complaint 
and inform them of the outcome of such consideration via the indicated e-mail ad-
dress within 48 hours of the filing of the complaint. If the complaint is accepted, 
the service provider restores the previously limited access to the content or to the 
user’s profile. Information on the outcome of consideration of the complaint should 
include the reasons for the decision taken, indicating in particular the legal grounds 
with reference to the social network site’s terms of use and the facts serving as the 
grounds for the decision, along with justification. The information must also contain 
instructions for exercising the option to file a complaint to the Council, as well as the 
date and method of the filing of the complaint. On the other hand, if the complaint 
is not accepted, the service provider informs the user about their option to pursue 
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their claims through civil action.60 The president of the UkE supervises the internal 
audit and check procedure.

 60 According to Article 38 of the draft act on freedom of speech: “In the Civil Procedure Code Act of 17 no-
vember 1964 (journal of Laws of 2020, item 1575, 1578 and 2320 and of 2021, item 11), in the first part, 
in the first book, in title VII, in section VIII, after chapter 1, chapter 2 shall be added to read as follows: 
‘Chapter 2 Proceedings for the protection of personal rights against persons with unknown identity  
Article 50540. § 1. The provisions of this chapter shall apply in cases regarding the protection of 
personal rights, if their violation occurred through the service provider within the meaning of the 
Electronic Services Act of 18 july 2002 (journal of Laws of 2020, item 344), and the claimant does 
not know the first and last name or the name or address of the place of residence or registered office 
of the respondent who violated their personal rights. § 2. The cases referred to in § 1 are examined 
by the regional court competent for the place of residence or registered office of the claimant in the 
territory of the Republic of Poland. § 3. In the cases referred to in § 1, in their claim, instead of the 
first and last name or the name or address of the place of residence or registered office of the respon-
dent, the claimant provides information enabling the identification of the person who committed 
the violation, in particular the name of the user profile or login. Article 50541 § 1. The claim referred 
to in Article 50540 § 3 shall include: 1) an application for injunction by requiring the service provider 
referred to in Article 50540 § 1 to indicate the respondent’s details specified in Article 18(1)–(5) of 
the Electronic Services Act of 18 july 2002 based on the information provided by the claimant; 2) 
the identification of the service provider referred to in Article 50540 § 1; 3) the indication of publica-
tions, in particular written messages, photos, audio and video recordings, which violate the person-
al rights of the claimant, with the URL of the online data resource on which these were published, 
the date and time of publication and the name of the user’s profile or login, where possible; 4) the 
claimant’s statement that they have attempted to notify the respondent of their intention to bring 
action against them or a statement that such notification was not possible, along with the reasons. 
§ 2. The claim must be accompanied by a clear reproduction of the publication referred to in § 1(3), 
in the form of an electronic record and in the form of a printout showing a copied screen image 
with a visible URL address and the date and time of publication. § 3. The claim referred to in § 1 
may contain applications for injunction by: 1) preventing access to the publication, or 2) providing 
a notice indicating a contentious nature of the publication. Article 50542 § 1. The court shall dismiss 
the claim if: 1) the claim is manifestly unfounded; 2) the action violates the principles of social co-
existence or aims to circumvent the law, in particular the provisions of the Personal Data Protection 
Act of 10 May 2018 (journal of Laws of 2019, item 1781). § 2. The court shall dismiss the claim in 
closed session. § 3. The justification of the decision shall be made ex officio in writing. It shall only 
contain an explanation as to why the claim was considered manifestly unfounded or violates the 
principles of social coexistence or aims to circumvent the law, in particular the provisions of the 
Personal Data Protection Act of 10 May 2018. The decision, along with the justification, shall be 
delivered by the court ex officio only to the claimant, with an instruction on the manner and time 
limit for filing an appeal. Article 50543 § 1. The court shall request the service provider to send in the 
data referred to in Article 50541 § 1(1). § 2. The court shall discontinue the proceedings if the service 
provider fails to send in the data referred to in Article 50541 § 1(1) within 3 months of the delivery 
of the court’s request for data. The decision shall be served only on the claimant. The decision shall 
be accompanied by an instruction on the option to bring action under generally applicable laws and 
regulations. § 3. The claimant may file a complaint to any such decision. § 4. The complaint shall 
be examined by the court which issued the challenged decision, sitting in a bench of three judges. 
§ 5. If the service provider has failed to send in the data referred to in Article 50541 § 1(1) without 
justified reasons, the court shall sentence them to a fine according to the provisions on penalties 
for a witness’ failure to attend. Where the service provider is a body corporate or an organizational 
unit, a fine shall be imposed on the manager or employee responsible for fulfilling the obligation to 
provide the data. Article 50544. The court shall examine the case according to the general provisions 
after the service provider has sent in the data referred to in Article 50541 § 1(1).’”
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The draft act on freedom of speech also sets out the procedure before the Council. 
A user who is dissatisfied with the decision made regarding their complaint during 
the internal audit and check process may submit a complaint to the Council within 
seven days of receiving information about the outcome of the consideration of their 
complaint. The user files a complaint with the Council, along with information about 
the decision on the complaint filed with the service provider and confirmation of 
receipt thereof in the form of an electronic document uploaded to the public admin-
istration services’ electronic platform.61 The complaint is to be signed by the party or 
its statutory representative or proxy with a qualified electronic signature, a trusted 
signature, or a personal signature. Upon the ineffective expiry of the time limit for 
consideration of the complaint under the internal audit and check process, the user 
may file a complaint with the Council without attaching information about the de-
cision on the complaint filed with the service provider. The complaint filed with the 
Council must include the first and last name or the name of the complainant and 
their legal representative or proxy, if appointed; identification of the service provider 
and its country representative; a description of the violation; and indication of the 
request. The parties to the proceedings before the Council are the user whose access 
to content was limited or the user whose access to their profile was limited and the 
service provider. Importantly, during the proceedings before the Council, the service 
provider acts through its country representative. Where a complaint has been filed, 
the Council will immediately notify the country representative of the user’s com-
plaint. The country representative provides the Council with the materials collected 
during the internal audit and check process within 24 hours of notification of the 
complaint filed by the user. What is crucial, as a result of the conducted proceedings, 
is that the Council issues a decision in which it either orders the restoration of the 
previously limited access to content or to the user’s profile, if it finds that the content 
or user profile to which access was limited does not constitute illegal content,62 or it 
refuses to restore the previously limited access to the content or to the user’s profile, 
if it finds that the content or user’s profile to which access was limited constitutes 
illegal content. It should be noted that the above-indicated feature of illegality refers 
to a violation of Polish law. The Council issues a decision within seven days of the 
date of receipt of the complaint.

The evidence taken before the Council is limited to the evidence the user pro-
vided with the complaint, evidence provided by the country representative, and 
evidence that can be ascertained on the basis of the data available to the Council 

 61 Pursuant to Article 3 of the Act of 17 February 2005 on the computerization of the activities of en-
tities performing public tasks (consolidated text: journal of Laws of 2021, item 670), an electronic 
platform of public administration services is an ICT system in which public institutions provide 
services through a single access point on the Internet.

 62 As a reminder, according to Article 3(8) of the draft act on freedom of speech, the term ‘illegal 
content’ is understood as content that violates personal rights, disinformation, or content of crim-
inal nature, as well as content that violates morality, in particular, by disseminating or praising 
violence, distress, or humiliation.
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itself. The Council does not take evidence from the testimony of witnesses, hearing 
of the parties, expert opinions, or site inspections. It should be noted that of great 
importance here will be the use of electronic evidence, which has traditionally been 
used in civil proceedings, for example, to support the material circumstances of 
infringement on personal rights on the Internet,63 and in criminal proceedings, for 
example, to combat cybercrime.64 In this case, however, its potential will be used to 
prove the occurrence of unlawful censorship on the Internet affecting Polish users. 
In view of the above, a user is obliged to present all the evidence at the latest upon 
filing the complaint, under pain of losing the right to present such evidence in the 
course of further proceedings. Evidence submitted in breach of this obligation is dis-
regarded, unless the party substantiates that its submission in the complaint was not 
possible. The Council disregards any evidence that would lead to an extension of the 
proceedings. On the other hand, the justification of the decision issued in the pro-
ceedings before the Council may be limited to indicating the facts which the Council 
considers proven and quoting the legal provisions constituting the legal basis for 
the decision. The Council delivers the decision to the parties immediately, no later 
than within 24 hours of issuance, and the service provider is required to execute the 
Council’s decision immediately, no later than within 24 hours of delivery. Within an-
other 24 hours from the expiry of the time limit for the execution of the decision, the 
country representative informs the Council about the manner of performance. If the 
service provider fails to comply with the decision, the Council immediately notifies 
the president of the UkE. Importantly, the service provider cannot once again limit 
access to content that was the subject of examination before the Council.

The draft act on freedom of speech also provides for numerous administrative 
penalties in the event of failure by a service provider or its country representative 
to comply with the obligations set out in this proposed legislation. For example, 
a service provider who, inter alia, fails to fulfil the obligation to submit the report; ap-
point the country representative; immediately notify the president of the UkE of the 
appointment or change of its country representative or provide their details; put in 
place an effective and understandable internal audit and check process in the Polish 
language; post the social network site’s terms of use, including the internal audit and 
check process, on the site in the Polish language so that it is available to all users; 
provide a clearly visible and directly and permanently available mechanism for sub-
mitting complaints through the internal audit and check process; or implement any 

 63 judgement of the Court of justice of the European Union of 17 October 2017 in case C-194/16…; 
judgement of the Court of justice of the European Union of 25 October 2011 in joined cases 
C-509/09 and C-161/10…

 64 For example, see: Gercke, 2004, p. 802; Winick, 1994, pp. 75–128; katyal, 2001, pp. 1003–1114; 
Marion, 1997, pp. 67–108; Silver, 2001, p. 5; Sinrod and Reilly, 2000, pp. 1–53; Speer, 2000, pp. 
259–273; Gercke, 2009, pp. 409-420; Brenner and Schwerha, 2004, pp. 111–114; Hilley, 2005, pp. 
171–174; Walden, 2004, pp. 321–336; Moitra, 2005, pp. 435–464; Wang, 2007, pp. 216–223; nuth, 
2008, pp. 437–446; Chung et al., 2006, pp. 669–682; Boni, 2001, pp. 18–19; Clough, 2014, pp. 
698–736.
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Council decision to restore previously limited access to content or to a user’s profile 
is liable to a financial penalty. Further, a  service provider is liable to a financial 
penalty for its country representative’s failure to fulfil the obligation to consider a 
user complaint filed under the internal audit and check process, provide responses 
and any information to institutions and authorities in relation to any conducted 
proceedings, or participate in training organized by the president of the UkE on 
the current legal status regarding complaints considered through the internal audit 
and check process. For the service provider’s breach of each of these obligations, 
the Council imposes, by way of a decision, a financial penalty in the amount of PLn 
50,000 to PLn 50,000,000. When imposing a financial penalty, the Council considers 
the impact of the service provider’s omission on the magnitude of disinformation 
caused, the degree of breach of the public interest, the frequency of past breaches 
of an obligation or breaches of a prohibition of the same type as the breach of the 
present obligation or breach of prohibition as a result of which the penalty is to be 
imposed, and the past record of penalties for the same conduct and actions volun-
tarily taken by the party to avoid the consequences of a violation of the law. A party 
dissatisfied with a Council decision may apply to the Council for reconsideration of 
the case, so it does not have a right to appeal.65

The above is a presentation of the scope of the regulations contained in the draft 
act on freedom of speech with regard to the issue signaled in the title, i.e., issues of 
unlawful censorship. nevertheless, it should be clearly noted that this draft legal act 
also has another dimension, which is to prevent and combat false information posted 
on the Internet, for example, for the purpose of disinformation or discrediting. This 
is an important issue that will be discussed in another chapter in this monograph. 
With regard to the issue of censorship, it is clear that the main objective of the draft 
act on freedom of speech is to counteract and combat unlawful censorship. The 
above-presented regulations apply to it. It is the main problem that the proposed leg-
islation is supposed to solve. This is because lawful censorship, as one sanctioned in 
generally applicable law in Poland, does not fall within the scope of the application 
of the draft act on freedom of speech. Therefore, the example of censorship under 
copyright laws in Poland has a completely different legal status.

Certainly, the fact that a draft act on freedom of speech has been proposed for 
adoption in Poland as universally binding law should be assessed in very positive 
terms. Lawyers, both scholars and practitioners, cannot deny the threats resulting 
from the current technical, technological, and civilizational progress. It is a matter 
of a simple causal relationship. Since a new level of human activity has emerged in 

 65 As a rule, pursuant to Article 127 § 1 of the Code of Administrative Procedure (Code of Administra-
tive Procedure Act of 14 june 1960 (consolidated text: journal of Laws of 2021, item 735)), a party 
may appeal against a decision issued in the first instance on one occasion only. On the other hand, 
pursuant to §3 of the same provision, a decision issued in the first instance by a minister or a local 
government court of appeals is not subject to appeal; however, a party who is dissatisfied with 
the decision may apply to that body for reconsideration of the case, and the provisions on appeals 
against decisions will apply mutatis mutandis to that application.
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the form of cyberspace, we must be aware that cybercrime is concomitant. Since cy-
bercrime is emerging, we should introduce legal regulations regarding electronic evi-
dence and technologically advanced evidence taking. This is exactly the case with the 
subject indicated in the title. Since the Internet appears to have become a new and in-
creasingly popular space for human activity, we must be aware that numerous threats 
to individual rights and freedoms will also arise. Online censorship is one such threat. 
Since there is a phenomenon of censorship on the Internet, we must be aware of it 
and be in a position to distinguish between lawful and unlawful censorship. Since we 
can see and understand unlawful censorship on the Internet, we can counteract it by 
introducing a law such as the draft act on freedom of speech in Poland.

The quality of the proposed law deserves high praise. The regulation is compre-
hensible, transparent and, in principle, unconditional. Thus, alongside professional 
lawyers, average users will also understand the proposed principles of freedom of 
speech on the Internet. This is what law should be about in the first place. Second, it 
should be noted that although there has not yet been an opportunity to test this leg-
islation in practice, it seems to be adequate and justified. It is adequate, meaning it 
does not go beyond what is necessary, and it protects what is necessary. For example, 
the administrative penalty range is from PLn 50,000 to PLn 50,000,000, which is 
wide enough to correspond to the variety of digital platforms and social media on 
the Internet. Furthermore, the legislation protects individuals’ freedoms and rights, 
which in themselves entail a need for protection. On the other hand, it is justified 
in that it responds to the actual phenomenon of unlawful censorship, which must 
be counteracted in line with the essence of the rights and freedoms of every human 
being, as universally recognized in all civilized countries in today’s world. Equally 
important is the fact that the legal norms contained in the draft act on freedom of 
speech, by filling the regulatory gap, have systemic consistency with other legal 
acts in force in Poland. There seems to be no contradiction or logical inconsistency 
between them, especially due to the fact that the proposed law adapts the wording 
of other legal acts that are generally applicable in Poland.66 Consequently, the as-
sessment of systemic compatibility is satisfactory. Ultimately, the axiology of law is 
also important. The draft act on freedom of speech is an equitable law, based on the 
principle of justice, including social justice, and it strives to implement the value of 
truth,67 duly taking account of the dignity of every human being, which is the source 
of their rights and freedoms, and introducing justified controls on the Internet.

 66 For example, according to Article 39 of the draft act on freedom of speech, “in the Act of 31 july 
1981 on the remuneration of persons holding state managerial positions (journal of Laws of 2020, 
item 1637) in Article 2(4), after the words ‘a member of the State Commission for the investigation 
of cases of acts against sexual freedom and morals towards a minor under the age of 15,’ the words 
‘a member of the Freedom of Speech Council’ shall be added.”

 67 See Wielec, 2017, pp. 149–277; judycki, 2001, pp. 25–26; zajadło, 2013, pp. 20–32; Waltoś, 2014, 
pp. 273–281; jodłowski, 2015, pp. 54–71; Dębowski, 2014, pp. 12–15; Strogowicz, 1959, p. 85; 
Murzynowski, 1976, p. 131; jabłońska-Bonca, 1999, p. 80; klejnowska, kłak, and Sobolewski, 2011, 
p. 45; Dyl A. et al., 2012, pp. 23–24.
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To summarize, the draft act on freedom of speech proposed by the Polish Min-
istry of justice consists of a number of provisions protecting freedom of speech 
against unlawful censorship on the Internet. It defines the rules for controlling activ-
ities involving the provision of electronic services via social network sites. It defines 
service providers’ obligations as regards the guarantees of the right to freedom of 
expression. It lays down rules for internal audit and check processes to be performed 
by service providers with regard to user complaints concerning violations of the 
right to freedom of expression. It contains provisions on proceedings before public 
administration authorities and court actions in the event of restriction of access to 
an electronic service provided via an online social network site. It also provides for 
sanctions. Taking all the reasons cited above into account, the law’s motives are 
highly rated. This law is Poland’s response to unlawful censorship on the Internet 
and may serve as a model for imitation or inspiration for other countries, not only in 
Europe, but in general.

4. Freedom of speech and pluralism in Poland

In Poland, freedom of speech and pluralism are respected as individuals’ con-
stitutionally guaranteed rights and freedoms. Pursuant to Article 14 of the Polish 
Constitution, Poland ensures freedom of the press and other means of social commu-
nication. Pursuant to Article 49 of the Polish Constitution, the freedom and privacy 
of communication are ensured. Any limitation thereon may be imposed only in cases 
and in a manner specified by statute. Pursuant to Article 53 of the Polish Consti-
tution, freedom of conscience and religion shall be ensured to everyone. Freedom 
of religion includes the freedom to profess or to accept a religion by personal choice 
as well as to manifest such religion, either individually or collectively, publicly or 
privately, by worshipping, praying, participating in ceremonies, and performing rites 
or teaching. Freedom of religion also includes possession of sanctuaries and other 
places of worship for the satisfaction of believers’ needs, as well as the right of in-
dividuals, wherever they may be, to benefit from religious services. In this context, 
parents have the right to ensure their children a moral and religious upbringing and 
teaching in accordance with their convictions.68 The religion of a church or other le-
gally recognized religious organization may be taught in schools, but other peoples’ 
freedom of religion and conscience may not be infringed thereby. The freedom to 
publicly express religion may be limited only by means of statute and only where 

 68 In this case, the provision of Article 48(1) of the Polish Constitution applies mutatis mutandis. Ac-
cording to it, parents have the right to rear their children in accordance with their own convictions. 
Such upbringing should respect the child’s degree of maturity as well as their freedom of conscience 
and belief and also their convictions.
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this is necessary for the defense of state security, public order, health, morals, or the 
freedoms and rights of others. no one may be compelled to participate or refrain from 
participating in religious practices. no one may be compelled by organs of public au-
thority to disclose their philosophy of life, religious convictions, or belief. Pursuant 
to Article 54 of the Polish Constitution, the freedom to express opinions and acquire 
and disseminate information is ensured to everyone. Preventive censorship of the 
means of social communication and the licensing of the press are prohibited. Statutes 
may require the receipt of a permit for the operation of a radio or television station. 
Pursuant to Article 73 of the Polish Constitution, the freedom of artistic creation and 
scientific research, as well as dissemination of the fruits thereof, and the freedom to 
teach and enjoy the products of culture are ensured to everyone.

In the opinion of the Polish Constitutional Court (CC), freedom of speech covers 
all levels of an individual’s activity, is an expression of the dignity of a person’s 
autonomy, and creates opportunities for full personality development in the individ-
ual’s cultural and civilizational environment.69 However, the most important thing 
in the context of the subject matter covered in the title is the correct understanding 
of the normative content of Article 54 of the Polish Constitution. One of the CC’s 
rulings70 underlined that Article 54(2) of the Polish Constitution states that “pre-
ventive censorship of the means of social communication and the licensing of the 
press are prohibited.” It noted that the provision contains an absolute norm related 
to the essence of freedom of all expression in these domains. The Court concluded 
that the prohibition of the licensing of the press is closely related to the need to 
make freedom of speech a reality. It pointed out that it is rightly emphasized in 
the doctrine that the effective pursuit of the freedom of the press must be based 
on the principle of freedom and the liberal model, while any prevention based on 
censorship or prior authorization is incompatible with these ideas.71 In this regard, 
it stressed that censorship or a preventive system of press control interferes with the 
essence of the constitutional freedom of expression by means of social communi-
cation. The key point, however, is that in its ruling, the CC interpreted the normative 
content of Article 54 of the Polish Constitution. By comparing the meaning of Article 
54 of the Polish Constitution and Article 10 of the Convention for the Protection of 
Human Rights and Fundamental Freedoms (ECHR),72 it indicated that the former’s 
meaning is narrower than that provided for in the latter. According to the CC, this 
is so because Article 10 of the ECHR concerns the freedom of all expression, which 
covers not only the expression of views through speech, but also in written, printed, 
or artistic form. Further, the presented ruling stressed that Article 54 of the Polish 
Constitution provides for the freedom to express one’s views and to source and 

 69 judgement of the Constitutional Court of 12 May 2008, case ref. Sk 43/05; judgement of the Con-
stitutional Court of 14 December 2011, case ref. Sk 42/09.

 70 judgement of the Constitutional Court of 20 February 2007, case ref. P 1/06.
 71 Cited from the CC: j. Israel, Droit des libertés fondamentales (Paris: éd. L.G.D.j.,1988), p. 463. 
 72 Convention for the Protection of Human Rights and Fundamental Freedoms (4 november 1950, as 

amended), (Polish journal of Laws of 1993, no. 61, item 284).
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disseminate information in verbal, written, and printed form, including through any 
means of social communication. Moving on to the key conclusion, the CC stated that 
the acquisition and dissemination of information referred to in Article 54 of the 
Constitution comprise not only the freedom to source and disseminate facts, but also 
the views and opinions of others. Therefore, in its opinion, the normative content 
of Article 54 of the Polish Constitution is contained in the democratic standard of 
freedom of expression as defined today, and in particular, in the generally defined 
Article 10 of the ECHR.

In its entirety, the above argument clearly demonstrates that freedom of ex-
pression is provided for in the Polish Constitution, while the same legal norms 
contain the principle of pluralism in this respect. However, this was not achieved in a 
single provision, but in many. Only a comparison of Articles 14, 49, 53, 54, and 73 of 
the Polish Constitution, with their proper interpretation, in particular of Article 54, 
confirms this conclusion. Therefore, it should not be surprising that, in accordance 
with Polish law, it is only admissible to limit these individual rights and freedoms 
in such a way that does not infringe on their essence. The normative basis for any 
such limitation is provided for in Article 31(3) of the Polish Constitution. Pursuant to 
this provision, any limitation upon the exercise of constitutional freedoms and rights 
may be imposed only by statute and only when necessary in a democratic state for 
the protection of its security or public order or to protect the natural environment, 
health, or public morals, or the freedoms and rights of other persons. These limita-
tions may not infringe on the substance of the freedoms and rights. The scope of 
Article 31(3) of the Polish Constitution is universal, as it applies to all freedoms and 
rights guaranteed in the Constitution.73 In the CC’s opinion, the principle of propor-
tionality dictates: the application of measures that enable the effective achievement 
of the intended objectives; the application of only necessary measures, i.e., measures 
that are the least burdensome for the individual; and the maintenance of an appro-
priate balance between the benefit of the measures applied and the burden imposed 
on the individual.74 Thus, any provision introducing a limitation is inconsistent with 
the Polish Constitution if the same effects could be achieved by means that restrict 
the exercise of personal freedoms or rights to a lesser extent.75 This means that in 
Poland, the limitations under Articles 14, 49, 53, 54, and 73 of the Polish Constitution 
may be imposed, but solely on strictly defined principles resulting from Article 31(3) 
of the Polish Constitution. These principles fall into two dimensions. The formal 
dimension requires that the limitations be introduced in the form of a statute (act), 
and the material dimension requires that they be necessary in a democratic state for 
the protection of its security or public order, or to protect the natural environment, 

 73 judgement of the Constitutional Court of 26 May 2008, case ref. Sk 25/07.
 74 judgement of the Constitutional Court of 28 june 2000, case ref. k 34/99; judgement of the Consti-

tutional Court of 29 September 2008, case ref. Sk 52/05.
 75 judgement of the Constitutional Court of 30 October 2006, case ref. P 10/06.



71

CEnSORSHIP On DIGITAL PLATFORMS AnD SOCIAL MEDIA VERSUS FREEDOM OF ExPRESSIOn 

health, or public morals, or the freedoms and rights of other persons. Both of these 
dimensions must be met jointly.

5. Conclusions

It should be noted that law undergoes substantial changes. It is clear that not 
only the legislation is subject to change, but also its interpretation. It seems that 
it is equally clear that reality can be ahead of law and thus force the introduction 
of new legislation. This is precisely the case, for both aspects, with the subject in-
dicated in the title. First, as a result of CjEU case law, the construction of Article 
3(1) of Directive 2001/29/EC has been altered. Second, the fact of controlling and 
limiting Internet users’ activities, including their publication of content, in particular 
on political or moral grounds but not legal grounds, forces the wise legislator to take 
appropriate, targeted, and effective legislative action. In order to determine whether 
the analyzed cases and forms of censorship represent limitations under the principles 
provided for in Article 31(3) of the Polish Constitution, it is necessary to determine 
whether they meet the formal and material aspects of this legal norm.

Lawful censorship constitutes a direct restriction of the rights and freedoms pro-
vided for in the Polish Constitution. The presented example of such censorship re-
sults from the implementation of Article 3(1) of Directive 2001/29/EC in the Polish 
normative system. This transposition of EU law was made in the form of a statute 
(act). This means that the formal aspect of Article 31(3) of the Polish Constitution 
was followed correctly. Incidentally and to signal an issue, an interesting thing here 
is the problem of the CjEU’s subsequent modification of the normative meaning of 
Article 3(1) of Directive 2001/29/EC in the context of the requirement to keep the 
statutory form for restrictions on individual rights and freedoms in Poland. At this 
point, however, one cannot but assume that the CjEU decoded the proper meaning 
of the EU concept of ‘communication to the public’ without creating new standards, 
to only present those that are not visible at first sight in the content of the pro-
vision, being hidden in the essence of the legal norm. In this situation, it is crucial 
to determine whether Article 3(1) of Directive 2001/29/EC, as implemented in the 
Polish legal system and then enriched with the CjEU’s autonomous constructions, 
meets the requirements of the material aspects of Article 31(3) of the Polish Con-
stitution, that is, whether such a system of the admissibility of posting content on 
the Internet through the perspective of copyright laws is necessary in a democratic 
state for the protection of its security or public order, or to protect the natural envi-
ronment, health, or public morals, or the freedoms and rights of other persons. Obvi-
ously, copyright protection is about others’ freedoms and rights, that is, the copyright 
holder’s legitimate claims. nevertheless, as indicated above, these restrictions may 
not infringe on the essence of other freedoms and rights. Therefore, for them to be 
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considered reasonable, justified, and lawful, one must first determine whether the 
restrictions enable the effective achievement of the objectives pursued. It seems that 
the system for the admissibility of hyperlinking, as defined by the CjEU, ensures full 
achievement of the objectives set, i.e., copyright protection on the Internet. Second 
and third, one should examine whether such stringently defined hyperlinking rules 
constitute a necessary measure, i.e., the least burdensome to an individual out of the 
available measures, and whether an appropriate proportion was maintained between 
the benefit of the measures applied and the burden imposed on an individual. Over 
these points, the answer is not so obvious and requires an in-depth and multi-con-
textual analysis, that is, an analysis that will not focus on generalities, but will ex-
amine each CjEU ruling separately. However, this requires a much broader scholarly 
presentation. At present, what can be stated with certainty is that the conditions of 
compatibility assessment will follow different paths for the judgements in the GS 
Media case and related rulings, and for the judgements in the Renckhoff case and 
related rulings. These are clearly separate groups of judgements.

In the case of unlawful censorship, it is obvious that it openly violates and re-
stricts the individual rights and freedoms provided in the Polish Constitution. This 
is one of two indisputable facts. The other one is that it has no basis in generally 
applicable law in Poland. This means that, from the outset, this type of censorship 
does not meet the requirements of the formal aspect of Article 31(3) of the Polish 
Constitution. The conclusion is therefore that unlawful censorship constitutes a limi-
tation—without a legal sanction—of the individual rights and freedoms provided 
in the Polish Constitution. In this context, the Polish draft act on freedom of speech 
should be treated as a wise response to this negative phenomenon that has emerged 
and is growing on the Internet.

The protection of freedom of expression and the preservation of pluralism on the 
Internet constitute a new objective in law for the contemporary legislator. It is an 
opportunity to preserve the standards of human rights protection developed over the 
years in the real world in the realm of the digital world. After all, to opt for progress 
does not mean forgetting the human values, ideals, or principles universally recog-
nized by civilized nations. Otherwise, the progress is spurious.
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